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1	Overall description
SA3 responded in S3-212392 on some aspect raised in GSMA LS on N32 and multiple PLMN IDs (S3-211446). After further discussion, SA3 would like to provide the following additional response to 5GJA:
1) Regarding the requirement that PLMN ID needs to be known to pSEPP
It has been pointed out by 5GJA, that TS 29.573 clause 5.2.2 describes the messaging protocol between two SEPPs and the available information that may be exchanged. During Security Capability Negotiation Procedure over N32-c, the cSEPP may provide the pSEPP with one or multiple sender PLMN ID(s). Further, TS 33.501 defines that the SEPP uses the established TLS connection as the N32-c connection, but does not explicitly specify how the N32-c connection is set up and manged if cSEPP or both cSEPP and pSEPP serve multiple PLMN IDs. 
SA3 would like to inform that there are multiple ways, how the pSEPP could learn the PLMN-ID of the cSEPP:	Comment by Nokia: Can be updated, if we make decision on which method

· As pointed out by GSMA's LS [5], 3GPP TS 29.573, clause 5.2.2, specifies that during Security Capability Negotiation Procedure over N32-c, the cSEPP may provide the pSEPP with one or multiple sender PLMN ID(s);
· pSEPP could use cSEPP certificate to learn the PLMN-IDs;
· It could be configured in the pSEPP which PLMN-IDs are represented by the cSEPP.

2) Regarding PLMNs with multiple PLMN IDs
SA3 believe that PLMNs with multiple PLMN IDs (GSMA 5GJA LS scenario 1) are fully supported in TS 33.501, where each PLMN ID connection instance has its own security tunnel and security materials for each destination PLMN ID and where a single SEPP may have many PLMN IDs (and therefore connections to) a destination PLMN ID.  This approach both benefits the security (each PLMN ID has its own security) and flexibility (different parameters may be negotiated on a per PLMN ID basis).
SA3 would like to point out that in the situation that a PLMN is using more than one PLMN ID, for all PLMN-IDs that represent the same PLMN, a common N32 interface can be used. If different PLMNs are represented by the PLMN-IDs of a SEPP, separate N32-interfaces are used for each pair of home and visited PLMNs.
In line with TS 29.500, clause 5.2.3.2.15, to achieve this, "3gpp-Sbi-Asserted-Plmn-Id" header is used.	Comment by Nokia: ACTION: which of the 3 options ???  – SA3 decision 
The Rel-16 NFc is mandated to insert "3gpp-Sbi-Asserted-Plmn-Id" header. This header is received by NFp, which can confirm the PLMN ID of NFc. 

The cSEPP (in VPLMN) must check the header and ensure it is legitimate and correct. In absence of such header (because the NFc is R15), the cSEPP inserts the default PLMN-ID, which is configured in cSEPP. 

The pSEPP (in HPLMN) must also check the header and ensure it is legitimate and correct. In absence of such header (because the cSEPP is R15), the pSEPP inserts the default PLMN-ID, which is configured in the pSEPP.





2	Actions
To GSMA
ACTION: 	3GPP SA3 kindly asks GSMA NG 5GJA to take the above feedback into account.
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